telnet = nezabezpečená komunikácie nepoužíva sa  
ssh = zabezpečená komunikácia

SSH config:

Potrebujeme mat splnene:  
 - konektivita  
 - hostname  
 - ip domena  
 - uživatelia s heslami  
 - heslo na # mod (privilegovaný mod)  
 - aplikovať ssh

1. musíme mať konektivitu

2. zariadenie musí mať hostname = hostname [NAME]

3. ip doména = ip domain-name [NAME.COM]

4. užívatelia s heslami = username [NAME password PASSWORD]

5. heslo na privilegovaný mód (#) = enable password / enable secret

6. Command na ssh = crypto key generate rsa

7. aplikovať SSH =

line vty [0]

transport input ssh

login local (na checkovanie userov co sme si vytvorili)

aplikovať ssh

vytvorenie = crypto key generate rsa  
 aplikovanie = line vty 0  
 transport input ssh  
 login local

SSH na Switchi – to iste ale musis nastavit ip na Vlan (z poolu volnych IP adries)

+ musis nastavit gateway – ip default-gateway xxx

NA OTESTOVANIE – ides na laptop, command prompt a command :

ssh – [username] [ip]